Real-time Threat Information
Up-to-date spam protection without disrupting good email delivery

Introduction
Get the most up-to-date protection against new spam attacks while ensuring delivery of good email with real-time information from the Dell SonicWALL Global Response Intelligent Defense (GRID) Network. The GRID Network collects and analyzes millions of data points, performing rigorous testing and evaluation every day, establishing reputation scores for senders and content and identifying new threats in real-time.

The Dell SonicWALL GRID network
The Dell SonicWALL GRID Network began in 2003. From the beginning, the GRID network worked as a collaborative means of collecting threat information, vetting it and determining a reputation score for that information. Initially, reputation scores were computed for email message content, structure and links. Sender IP reputation as well as reputations for images, attachments and other message elements were added.

Sources of information
Dell SonicWALL utilizes threat information from a wide variety of business sources including user contributions, user votes, certified real-time black lists, industry sources, Dell SonicWALL’s Threat Response Team, and more. All sources are vetted for accuracy and their relevance to business email. Sources which are consumer oriented such as ISP-based spam votes are not used as they reduce the aggressiveness of the overall system.
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About Dell Software
Dell Software helps customers unlock greater potential through the power of technology—delivering scalable, affordable and simple-to-use solutions that simplify IT and mitigate risk. The Dell Software portfolio addresses five key areas of customer needs: data center and cloud management, information management, mobile workforce management, security and data protection. This software, when combined with Dell hardware and services, drives unmatched efficiency and productivity to accelerate business results. www.dellsoftware.com.
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